
Cookies Policy 

We may collect, store and use the following kinds of personal data: 

1. Information about your computer and about your visits to and use of this 
website (including your IP address, geographical location, browser type, 
referral source, length of visit and number of page views); 

2. Information that you provide to us for the purpose of registering with us 
(name, your business name, email address, phone number) 

3. Any other information that you choose to send to us 

About Cookies 

Cookies are small text files which a website may put on your computer or mobile 
device when you first visit a site or page. The cookie will help the website, or 
another website, to recognise your device the next time you visit. Web beacons or 
other similar files can also do the same thing. We use the term “cookies” in this 
policy to refer to all files that collect information in this way. 

There are many functions cookies serve. For example, they can help us to 
remember your username and preferences, analyse how well our website is 
performing. 

We use both “session” cookies and “persistent” cookies on the website. We will use 
the session cookies to keep track of you whilst you navigate the website. We will 
use the persistent cookies to enable our website to recognise you when you visit. 
Session cookies will be deleted from your computer when you close your browser. 
Persistent cookies will remain stored on your computer until deleted or until they 
reach a specified expiry date. 

We use Google Analytics to analyse the use of our website. Google Analytics 
generates statistical and other information about website use by means of cookies, 
which are stored on users’ computers. The information generated relating to our 
website is used to create reports about the use of the website. Google will store 
this information. Google’s privacy policy is available 
at: http://www.google.com/privacypolicy.html. 

Most browsers allow you to reject all cookies, whilst some browsers allow you to 
reject just third party cookies. For example, in Internet Explorer you can refuse all 
cookies by clicking “Tools”, “Internet Options”, “Privacy”, and selecting “Block all 
cookies” using the sliding selector. Blocking all cookies will, however, have a 
negative impact upon the usability of many websites, including this one. 

What to do if you don’t want cookies to be set 

Some people find the idea of a website storing information on their computer or 
mobile device a bit intrusive, particularly when this information is stored and used 
by a third party without them knowing. Although this is generally quite harmless you 
may not, for example, want to see advertising that has been targeted to your 
interests. If you prefer, it is possible to block some or all cookies, or even to delete 

http://www.google.com/privacypolicy.html


cookies that have already been set; but you need to be aware that you might lose 
some functions of that website. How can I control cookies? Web browser cookies: If 
you don’t want to receive cookies, you can modify your browser so that it notifies 
you when cookies are sent to it or you can refuse cookies altogether. You can also 
delete cookies that have already been set. If you wish to restrict or block web 
browser cookies which are set on your device then you can do this through your 
browser settings; the Help function within your browser should tell you how. 
Alternatively, you may wish to visit www.aboutcookies.org, which contains 
comprehensive information on how to do this on a wide variety of desktop 
browsers. More detail on how businesses use cookies is available 
at www.allaboutcookies.org or http://www.aboutcookies.org/ 
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